
© 2023 Microsoft Corporation. All rights reserved. The information in this document represents the current view of Microsoft on the 
content. MICROSOFT MAKES NO WARRANTIES, EXPRESS, IMPLIED, OR STATUTORY, AS TO THE INFORMATION IN THIS DOCUMENT. 

The Microsoft Intelligent Security Association (MISA) is an ecosystem of independent 
software vendors and managed security service providers that have integrated their 
security solutions with Microsoft to better defend against a world of increasingly 
sophisticated, fast-moving threats. aka.ms/MISA
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As SMBs, enterprises, and public organizations continue on their digital transformation journeys and migrate to the cloud, there’s an 
increased need for identity and access management as well as authentication security in light of longstanding growth trends in 
cybersecurity attacks rooted in authentication. These needs are best served by proven policies including zero trust, passwordless 
authentication, and phishing-resistant MFA. The Microsoft Entra ID + FEITIAN FIDO Certified Key partner solution package enables
customers of all types to deploy these policies with flexibility, adaptability, and scalability. 

Microsoft Entra ID (formerly known as Azure Active Directory) provides a 
complete identity and access management (IAM) solution with 
integrated security to manage and protect all your users and data. 
Microsoft Entra ID is a multicloud identity platform that integrates with 
Microsoft 365, Windows, Intune, thousands of SaaS applications, and 
your hybrid identity environment to meet the needs of today’s 
enterprise.
Microsoft Entra ID offers rich signal and security controls that 
empower employees, partners, and customers to be productive by 
providing seamless, secure sign-in experiences to applications and 
services while protecting identities from threats. Secure user credentials 
by enforcing strong authentication and Conditional Access policies. 
Efficiently managing identities ensures that the right people have the 
right access to the right resources.

• FEITIAN FIDO2 keys extend Entra ID by protecting high-risk/highly targeted users 
(such as those in HR, Finance, IT, and management roles) with high assurance MFA.

• FEITIAN keys maximize FIDO2 specs to deliver on user experience with easy logins 
that save time, and deploy-ability/maintainability with deployed with Entra ID. 

• We believe high assurance MFA should be accessible security for all, and work hard 
to deliver high value products at competitive prices. 
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